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Abstract of the contribution: This contribution proposes the support of update of user subscription in a non-allowed area to enable UE to start a new PDU session.
1
Discussion

In TR 23.799, the following is agreed:
Agreements for mobility on demand are as follows:

Agreements for mobility on demand aspects related to mobility restrictions are as follows:
1.
The subscription data may include information which can be used to determine the UE mobility restrictions.

2.
UE mobility restrictions are determined by core network based on information such as UE subscription, UE capabilities, UE location, and/or network policies.
NOTE 1a:
What UE capabilities, if any, that are used to determine UE mobility restrictions is to be determined in the normative phase.
3.
UE mobility restrictions can be changed due to, e.g. subscription, location, and/or policy change. In addition, UE mobility restrictions can be updated during a mobility management procedure.
Agreements for mobility restrictions are as follows:

1.
For the mobility restriction "area" aspects, the following applies:

A.
The core network may configure an "allowed area", "non-allowed area" and "forbidden area" to a UE. At least a granularity of these areas per the TA level is to be supported.

NOTE 1c:
Whether finer granularity than per TA level is to be supported is to be determined in the normative phase.

B.
In an "allowed area", the UE is permitted to initiate communication (using CP and UP) with the network as allowed by the subscription. If the UE is in an "allowed area", the core network registration area allocated to the UE shall be within or equivalent to the "allowed area".
C.
In a "forbidden area", the UE is not permitted to initiate any (neither CP nor UP) communication with the network.
D.
In a "non-allowed area" the UE is not allowed to initiate Service Request or SM signalling to obtain user services, but even in "non-allowed" area, the UE will perform periodic registration update (due to periodic registration update timer expiration) and regular registration update (due to mobility outside of the TAI list). The UE in a "non-allowed area" is allowed to respond to core network paging.
NOTE 2:
How to minimize registration updates due to mobility within a "non-allowed area" is to be determined during normative phase.
E.
If the UE has been provided with overlapping areas then the following applies for the UE logic:
1.
The evaluation of "forbidden area" has precedence over the evaluation of " allowed area "and the "non-allowed area".
2.
The evaluation of "non-allowed area" has precedence over the evaluation of "allowed area".
F.
A UE accessing the network for regulatory prioritized services like Emergency services and MPS overrides any "non-allowed area" and "forbidden area" restrictions.
2.
It has been agreed to specify a geographic subscription parameter to restrict the (service) area within which a UE (e.g. for fixed access) may obtain services from the network.
3.
It shall be possible to support geographical restricted subscriptions across PLMNs, e.g. a subscription parameter indicates the size or usage (e.g. fixed access) of an allowed area to the VPLMN.
Agreements for Mobility Management Parameters and their usage:

1.
Table 8.3-1 shows a guidance on what Mobility Management parameters are to be specified, how they are determined, used and by which entity.

Table 8.3-1

	Parameter Name
	Content
	Example Possible values (*)
	How/Where is used, who provides value and which procedures are affected by parameter (*)

	
	
	
	

	UE Mobility Restriction 
	Defines different types of allowed communication per area.
	-
Allowed: Signalling/Data

-
Non-allowed: MM Signalling only without Service Request. EMC and MPS is allowed.

-
Forbidden: only EMC and MPS is allowed.
	-
Provided by:

-
CN to UE and RAN in connected mode.

-
Input possible from SDM and possibly adjusted by NG PCF

-
Used in:

-
UE to apply allowed type of communication

-
CN and RAN to enforce.

-
Affects triggering of procedure:

-
Service request and SM signalling,

-
MM signalling.


Based on the agreement above, this contribution propose a base text to specify update of mobility restriction information in a non-allowed area. 

2
Proposal

Proposed to add the following text to TS 23.502.
***** Start of Change # 1 *****
5.2
Connection, Registration and Mobility Management 

5.2.1
Registration Management

5.2.1.x
Mobility Restriction

5.2.1.x.x
Mobility Restriction Update for UE in a non-allowed area
Mobility restriction for a UE in a non-allowed area can be changed by the network to allow the UE to start a new PDU session in the area. This change can be caused by, e.g. the change of subscription, location, and/or policy. The AMF initiates the paging procedure for the UE in the non-allowed area, and sends the updated mobility restriction information to the UE and the RAN respectively after receiving a service request message from the UE.
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1. The AMF updates the mobility restriction information for UE based on e.g. the change of subscription, location, and/or policy.
2. If the UE is registered in the AMF and considered reachable for paging, the AMF sends a Paging message.

3. If RAN receives paging messages from AMF, the UE is paged by the RAN. The step is described in detail by RAN2 WG. 

4. The UE sends NAS message Service Request towards the AMF encapsulated in an RRC message to the RAN. The RRC message(s) that can be used to carry the NAS message are described by RAN2 WG.
5. The RAN forwards NAS message to AMF.

6. NAS authentication/security procedures may be performed.

7. The AMF sends NAS message Mobility Restriction Update towards the UE encapsulated in an N2 message to the RAN.
8. The RAN forwards NAS message to the UE. The UE updates its mobility restriction information with the information received in the NAS message.  

9. The AMF sends an N2 message Mobility Restriction Update to the RAN. The RAN updates its mobility restriction information with the information received in the N2 message.  

***** End of Change # 1 *****
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